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FortiGate-3200D brinda mayor densidad en el sector con el puerto 10GbE para Centros de Datos

Fortinet [1], presentd un nuevo tipo de firewall para seguridad interna, que ayudara a abordar €l desafio de larga data de seguridad de la red
internay la proteccion de los datos criticos.

El Firewall Interno de Red (INFW) esta dirigido a contrarrestar la cada vez mayor sofisticacion y peligros persistentes en las redes de las
organizaciones y las amenazas que vienen de adentro de la red. La compafiia también anuncié importantes cambios a su cartera de firewalls
FortiGate, la que ofrece un rendimiento y accesibilidad lider en el mercado.

Hasta ahora, los firewalls fronterizos tradicionales no han sido eficaces como firewalls internos, debido al ato nivel de rendimiento requerido en
este ambiente, ademas de ser complejos de implementar. El Firewall Interno de Red de Fortinet (INFW) aprovecha de la arquitectura ASIC para
proporcionar un rendimiento multi-gigabit, sin interrumpir las aplicaciones o sistemas existentes. Su Modo Transparente Preconfigurado [2]
permite un despliegue rapido y fécil con visibilidad instantanea del tréfico de lared.

Ciberseguridad avanzada: por dentroy por fuera

A menudo, el estado actual de la proteccion contra amenazas de red se centra en la frontera, cuyo trabajo es prevenir las amenazas externas. Sin
embargo, este enfoque puede ser ineficaz cuando una amenaza pasa “més alla de la puerta” y entra en lared interna por otros medios como end-
points, unidades flash infectadas o incluso por dispositivos de empleados o consultores, los que ponen en riesgo los datos criticos.

Larealidad es que los ataques de piratas informaticos sofisticados y |as amenazas internas siguen penetrando profundamente y persisten, sin ser
detectados durante largos periodos de tiempo dentro de la red interna de una organizacién, por lo que es aln més critico para las organizaciones
el poder mitigar el dafio potencial. Es asi como los hackers estéan tomando ventaja de las arquitecturas internas tipicamente planas para poner las
redes internas en mayor riesgo.

Precisamente, Fortinet esta dando a conocer un nuevo tipo de firewall de seguridad para combatir estas amenazas internas, aprovechando los
dispositivos de seguridad probados y robustos FortiGate. La nueva INFW de Fortinet emplea un enfoque de seguridad por capas, que se
encuentra mas cerca de los activos dentro de la red de una organizacién. Asi, proporciona una visibilidad completa de todo tipo de tréfico,
usuariosy dispositivos, para ayudar a proteger contralas amenazas dentro de lared.

El Fortinet INFW estara disponible en algunos dispositivos Firewall FortiGate, los que ofrecen rendimiento y puertos multi-Gigabit que
satisfacen las necesidades de seguridad interna de cualquier organizacion. El legendario rendimiento de Fortinet también es necesario para
ofrecer una proteccion avanzada contra amenazas, sin afectarlas actividades empresariales.
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