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Con motivo de los rapidos desarrollos tecnol égicos, asi como laimplementacién de sus nuevas modalidades,
como lainteligencia artificial, se ha apreciado la necesidad de unalegislacion al respecto. Por €ello, esta
semana, la Comision Europea ha presentado la propuesta de regulacion de lainteligencia artificial.

Cada vez son mas los paises que invierten en inteligencia artificial, ademés de empresas privadas que hacen
uso de estatecnologia, y en contexto politico global en el que nos encontramos, la Comision Europea ha
visto la necesidad de proponer un nuevo marco regulatorio comun. Asi mismo, con esta propuesta de
legislacion la Comision tiene como objetivo fomentar la excelenciay favorecer la confianza en dicha
tecnologia.

«Al establecer las normas, podremos facilitar €l advenimiento de unatecnologia ética en todo €l mundo y
velar por que la UE siga siendo competitiva. Nuestras normas, que son a pruebade futuro y propiciasala
innovacion, intervendrén cuando sea estrictamente necesario, esto es, cuando estén en juego la seguridad y
los derechos fundamentales de | os ciudadanos de la UE», ha declarado Margrethe V estager, vicepresidenta
gjecutiva responsable de la cartera de una Europa Adaptada ala Era Digital.

Como parte de esta propuesta, |a norma ademas de exponer 1os cambios de politicas e inversion necesaria
parael liderazgo de los Estados miembros, recoge la clasificacion de lainteligencia artificial, en base alos
niveles de riesgo, asi como laregulacion de lamaquinariay robots, excluyendo los usos militares. Esta
clasificacion, se segmenta en cuatro jerarquias:

* Riesgo inaceptable: se corresponde con aguellas aplicaciones de inteligencia artificial que supongan una
amenaza para la seguridad, viday derechos de |as personas que se encuentren. En consecuencia, se
prohibiran las aplicaciones de | A relacionadas con la manipulacién del comportamiento de las personas, que
puedan dar lugar aincitacion de violencia u odio, asi como sistemas de «puntuacion social» paralos
Gobiernos.

* Riesgo alto: este nivel de la clasificacion esta destinado a la regul acién de esta tecnologia en relacion con
sus aplicacion en la salud de los ciudadanos, la educacion, gestion de trabajadores o aplicacion de justicia,
entre otros. Asi mismo, los comprendidos dentro de esta clasificacién se veran sujetos a estrictos requisitos,
como es € caso de laidentificacion biométrica

* Riesgo limitado: comprende las soluciones de inteligencia conversacional, frecuentemente utilizada en los
centros de contacto, como chatbots o robots conversacionales. El objetivo de esta clasificacion es ofrecer
transparencia con el usuario, siendo necesario informarles de lainteraccion con una maguina.
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* Riesgo minimo: esta Ultima clasificacién incluye la mayoria de aplicaciones de inteligencia artificial, que
no suponen riesgo para la sociedad, como los filtros para el correo electrénico o videojuegos basados en A.

La propuesta de regulacion destaca la prohibicién de laidentificacion biométrica robética o reconoci miento
facial en espacios publicos. Sin embargo, queda abolida esta prohibicion en ocasiones excepcional es, sujetos
a autorizacién especifica, como situaciones relacionadas con delitos graves.

Finalmente, este planteamiento se sometera a estudio y posterior aceptacion de los diferentes Gobiernos de
los Estados miembros, junto con la Eurocamara.
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