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Microsoft lleva un tiempo persiguiendo un Windows sin contrasefias y, de hecho, ha ofrecido durante estos
ultimos afios una serie de alternativas para conseguir ese objetivo. Ahora, el Windows sin contrasefia ya esta
sobre la mesa, y llegara con una de las actualizaciones importantes de Windows del préximo afio.

Aunque aun colean algunos de los problemas de seguridad de la actualizacion de mayo 2019 de Windows 10,
los de Redmond ya estan pensando tanto en Windows 10 19H2 (del que ya tenemos algunas caracteristicas)
como en Windows 10 20H1, la primera gran actualizacion del sistema planeada para el afio que viene.

Una de esas caracteristicas ser4, por fin, dar el paso a la eliminacién de las contrasefias en Windows 10. ¢ El
motivo? Segln Microsoft, es el método menos seguro para desbloquear el ordenador y, de hecho, llevan afios
ofreciendo métodos alternativos.

Asi, cuando iniciemos sesion, apareceran las opciones de Windows Hello, la huella dactilar de algunos portatiles
y el codigo PIN (que se quedara casi como la Unica opcion para desbloquear Windows 10 en la mayoria de PC
de escritorio). Simplemente, la opcién de contrasefia sera una funcién que ira desapareciendo de Windows 10.

Eso si, parece que, como leemos en The Verge, al menos al principio sera algo opcional, una decision que
podran tomar los usuarios y que, sobre todo, tendra sentido en el mundo empresarial, con ordenadores en
oficinas y servicios en Azure.

Hay varios factores que han hecho que los de Redmond tomen esta decisidén. Por ejemplo, aunque los métodos
de autenticacion en dos pasos estan ahi, no son muchos usuarios los que los usan. También esta Microsoft
Authenticator o el estandar FIDO2. Ademas, Microsoft afirma que la contrasefia tradicional, la que reutilizamos
en todos los equipos, es mucho menos segura que un PIN.

De la manera que sea, parece que vamos a un mundo sin contrasefias en el que el PIN primero, y luego otras
posibilidades como el rostro o la huella seran lo que abran las puertas de los diferentes sistemas.
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