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Los expertos advierten de que las contrasefias cortas son peores que las largas y de que nunca se deberian
reutilizar contrasefias antiguas.

Aprender a elegir contrasefias férreas es vital para evitar atagues de ciberdelincuencia que se producen por
su robo o adivinacion. Al menos hasta que estas contrasefias puedan ser reemplazadas en el futuro por otro
método de identificacion mas dificil de pervertir.

¢QUé es o que aconsejan |os expertos para conseguir contrasefias realmente seguras? ¢Qué es o que hay que
hacer y 1o que se debe evitar atoda costa?

ESET indica que, en primer lugar, lo que no se debe hacer es usar contrasefias compuestas Unicamente por
una palabra. Mgor s se recurre a frases y éstas se alteran con la adicién de algunas mayusculas, nimeros y
caracteres especiales. Con este simple cambio ya se habra fortalecido el acceso.

En este mismo sentido, esta compafiia de seguridad advierte de gque las contrasefias cortas son peores gque las
largas.

Otros de sus consgjos pasan por ir modificando las contrasefia de forma periddica, nunca reutilizar
contrasefias vigjas, elegir una contrasefia diferente para cada cuenta online y servirse de herramientas como
los administradores de contrasefias o tecnologia como la verificacién en dos pasos.

“Desde ESET recomendamos que cada cuenta tenga su propia clave para evitar inconvenientes. En este
sentido la utilizacion de una solucion de seguridad que permita gestionar las contrasefias evita la presion de
tener que recordarlas todas’, ahonda Camilo Gutierrez, jefe del Laboratorio de Investigacion de ESET
L atinoamérica.
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Estas contrasefias “deben ser fuertes y robustas, combinando letras y nimeros y evitando informacion
personal obvia. En cuanto a la longitud, se recomiendan al menos doce caracteres’, sigue Gutierrez. “Es Util
la creacion de frases para que sean méas féciles de recordar. Por ultimo, con el uso de un segundo factor de
autenticacion, se tendra una barrera mas para protegerse de |os atacantes”.
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