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Con 1.650 millones de usuarios activos cada mes, toda medida es poca en Facebook para evitar riesgos en
cuanto a

ciberseguridad y privacidad. Por eso, si quieres que tu informacion personal esté a buen recaudo en
Facebook y solo

tu la conozca, tienes dos opciones: borrar para siempre tu cuenta de Facebook, o eliminar una serie de datos
desde

yamismo de tu perfil.

Facebook esta tan metido en nuestras vidas que muchas veces no le damos importanciaalaformaen quelo

usamos. La geolocalizacion (por jemplo, parafardar de vacaciones) o nuestra fecha de cumpl eafios son
datos

gue casi todos los usuarios han publicado en alguna ocasion.
Sin embargo, esta normalizacion es un arma de doble filo, ya que no somos conscientes de lainformacion

personal que estamos dejando al alcance de cualquiera.

Aungue lared social de Zuckerberg te lala posibilidad de fijar |as condiciones de privacidad de tus
publicaciones(“ publico”*, “amigos de amigos’, “amigos’ 0 “solo yo”), esto no evita que dejes tras
deti un reguero de informacion cada vez que la utilizas.

Por eso, si valoras tu privacidad, una buena forma de empezar a protegerla es borrando de tu

Facebook estos cinco datos bésicos:
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Tu nimero de tel éfono movil

Cuando subes fotos desde el movil, lared social de Zuckerberg aprovecha para sugerirte que
incluyas tu nimero de teléfono movil en tu perfil. Craso error, incluso aungue |o hagas de forma
oculta; existe una opcion por defecto que permite que las personas te encuentren buscando tu
numero de teléfono.

De hecho, muchos usuarios ni siquiera son conscientes de que estan ‘ compartiendo’ su nimero
de teléfono movil de este modo.

Si has cometido ese dedliz, puedes enmendarlo haciendo clic en el botén ‘ Actualizar Informacion’

gue aparece en lafoto de tu perfil.

Tus‘Me gusta

Tus‘Me gusta’ dejan un rastro facilmente visible y accesible. Cual quiera puede descubrir tus
preferenciasy “clasificarte” segin qué gustos. Esto no tiene por qué ser un problema, pero
otraveces si (como para esos usuarios que, teniendo marcadala casilla de “ Casados’, siguen
paginas de contactos).

Si tener tus‘Me gusta’ de Facebook a alcance de cuaquierate incomoda, puedesir atu perfil
y eliminar aquellos que €lijas.

Un millén de personas acceden a Facebook desde lared Tor

Donde has estado

Si algunavez has usado la opcion ‘ Amigos Cerca’, Facebook habra registrado exactamente

ddnde has estado, através del GPS o del servicio de localizacion WiFi que incorporatu dispositivo
movil.

De esta manera, cualquier persona gque forme parte de tu lista de amigos y tenga esta funcion
activada, podra ver dénde te encuentras. No obstante, puedes desactivar esta opcién siguiendo

las instrucciones de Facebook [1].

¢Y s nuestro WiFi nos pudieralocalizar?
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Tu fecha de cumpleafios

Recibir decenas de felicitaciones de cumpleafios en Facebook se ha convertido casi en un ‘must’.
Pero péarate areflexionar un segundo ¢es realmente aconsejable compartir ese tipo de datos?
Larespuestaes ‘depende’. Si tu fecha de cumpleafios es la clave de acceso a algun servicio que
utilices (como suele ocurrir), y tu configuracién de privacidad de Facebook es abierta, le estés
dando a alguien sin escrdpulos como un ciberdelincuente la llave para que robe tu identidad.

Asi que tienes dos opciones, o cambiar la configuracién de privacidad de Facebook siguiendo
esta guia que nos ofrece lared social o borrando tu fecha de cumpleafios de tu perfil. Piensa

gue tus amigos de verdad y tu familia no necesitan que lared social de Zuckerberg les recuerde

cuando es tu cumpleafios, porque (se supone) ya se lo saben.

Tu amor platénico

Si has visitado €l perfil de una misma persona repetidas veces, Facebook también almacena esa
informacion, de modo que la proxima vez que te conectes podra predecir tus busguedas.

Pero puedes eliminar por completo estos datos accediendo a la configuracion de Facebook. Paraello,
haz clic en *Ver Registro de Actividad’ (una de las opciones que se encuentra en la parte superior de
lapaginadel perfil), despliegalaopcion ‘Ver Mas' y luego haz clic en ‘Buscar’ .

En esa pégina podras eliminar las blsquedas que has realizado de maneraindividual o puedes borrar

todo tu historia de busquedas de Facebook.

Disponible en:
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