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Hay millones de afectadas en todo el mundo, pero la mayoria de los paises siguen sin afrontar eficazmente
este problema crecienteSegun un nuevo informe publicado hoy por la Comision de las Naciones Unidas para
laBanda Ancha, casi las tres cuartas partes de las mujeres han estado expuestas en linea a algunaforma de
ciberviolencia, por lo que se insta alos sectores publico y privado a colaborar més estrechay efectivamente
para proteger mejor a nimero creciente de mujeres y nifias que son victimas de amenazas y acoso en
linea.En el informe se sefidla que a pesar del nimero répidamente creciente de mujeres victimas de violencia
en linea, las autoridades de apenas 26% de |os 86 paises encuestados estdn tomando medidas apropiadas.El
informe, titulado 'Combatir la violencia en linea contralas mujeresyy las nifias. Unallamada de atencion al
mundo’, fue publicado hoy en un evento organizado en la Sede de las Naciones Unidas por e Grupo de
Trabajo sobre Género de la Comision, que es presidido conjuntamente por Helen Clark, Administradora del
PNUD, y Phumzile Mlambo-Ngcuka, Vicesecretaria General de las Naciones Unidasy Directora Ejecutiva
de ONU Mujeres. Los miembros del Grupo de Trabajo, que también comprende representantes del sector
tecnologico y la sociedad civil, esperan que €l informe movilice alos sectores publico y privado en torno a
estrategias concretas destinadas a detener una marea creciente de violencia en linea contralas mujeresy las
nifias.Segun el informe, sin una accién concertada a escala mundial para poner coto ala escaladade la
violencia en linea en todas sus formas, podria vivirse una oleada sin precedente de 'ciberviolencia contra
mujeresy nifas (ciberVCMN)' que obstaculizaria considerablemente |a aceptacion de la banda ancha por las
mujeres en todo el mundo. Se sefiala que ya existen muchos tipos de ciberVCMN, como acoso en linea,
agravio publico, e deseo deinfligir dafio fisico, ataques sexuales, asesinatos y suicidios inducidos.Larapida
expansion de Internet significa que sigue siendo muy dificil disponer de controles legalesy sociales
efectivos contra los comportamientos antisociales y delictivos en linea. Ademas, en esta época de Internet
social y de acceso movil 'en cualquier lugar y atoda hora, |a ciberviolencia puede atacar en cualquier
momento y seguir incansablemente a sus victimas, vayan donde vayan."En ese informe aducimos que la
autocomplacienciay no abordar y resolver la ciberviolencia podria obstaculizar considerablemente la
aceptacion de la banda ancha por las mujeres en todo el mundo”, declaré Houlin Zhao, Secretario General de
laUIT, que también es Covicepresidente de la Comisién de la Banda Ancha, junto con Irina Bokova,
Directora General de laUNESCO. "La Red es un recurso asombroso de emancipacion personal y debemos
velar por que el mayor nimero posible de nifias y mujeres se beneficien de las increibles posibilidades que
ofrece." Principales conclusiones del informe, entre otras:

e Seestima que un 73% de las mujeres ya se ha visto expuesto o ha experimentado algun tipo de
violenciaen linea.

e Lasmujeres de entre 18 y 24 afios presentan un gran riesgo de ser objeto de persecucion y acoso
sexual, ademas de amenazas fisicas.


https://www.mincom.gob.cu

e Enlos 28 paises de la Union Europea solamente, nueve millones de mujeres han sufrido violenciaen
linea a edades tan tempranas como los 15 afos.

¢ Unade cada cinco usuarias de Internet vive en paises donde es muy poco probable que se castigue €l
acoso y abuso de las mujeres en linea.

e En muchos paises las mujeres prefieren no denunciar su victimizacion por miedo a las repercusiones
sociales.

e El ciberVCMN impone una carga adicional en el ancho de banda emocional, consume tiempo y
recursos financieros, incluidos salarios perdidos.

"Laviolencia contralas mujeresy las nifias es totalmente inaceptable, yaseaen lacalle, en e hogar o enla
autopistade lainformacion”, declaré Helen Clark, Administradora del PNUD. "Paralograr un desarrollo
sostenible para todos, debemos crear un mundo en el que las mujeresy las nifas puedan vivir sin violenciay
alcanzar su pleno potencial como valiosos miembros de la sociedad alos que setratadeigual aigual"."La
violencia en linea ha subvertido la promesa positiva original de libertad en Internet y, en demasiadas
ocasiones la ha convertido en un lugar escal ofriante que permite la crueldad andnimay facilitalos actos
perniciosos contra mujeresy nifios', declard Phumzile Mlambo-Ngcuka de ONU Mujeres. Queremos
reivindicar y aumentar las oportunidades que ofrece, y eso significa reconocer lamagnitud y gravedad de los
danos infligidos y tomar medidas fuertes y concertadas para afrontarlos y suprimirlos. El acoso en linea
sigue siendo acoso, es muy gravey tiene consecuencias muy reales'.En €l informe se presentan varias
recomendaciones importantes en las que se propone un marco global entorno alastres'S: Sensibilizacion,
Salvaguardiasy Sanciones.

e Sensibilizacion — Prevenir laciberVCMN através de laformacion, el aprendizaje, larealizacion de
campanasy €l desarrollo comunitario para promover cambios de las actitudes y |os comportamientos
sociales.

e Salvaguardias — Supervisar y mantener unainfraestructura de Internet responsable, y contar con
préacticas de atencion al cliente bien fundadas.

e Sanciones — Elaborar y respetar leyes, reglamentos y mecanismos de gobernanza para disuadir alos
infractores de cometer esos delitos.

Seguin €l informe, el control y el cumplimiento rigurosos de las normas gue prohiben la ciberVCMN en
Internet sera un componente fundamental si se desea que Internet se convierta en un espacio seguro,
respetuoso y habilitador paralas mujeresy las nifiasy, por extension, paralos hombresy los nifios.
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